# ¿Filtro Bloom o hash de cuco? - algoritmo, hash, filtro

cuál prefieres y por qué?

Ambos pueden usarse para realizar tareas similares, pero tengo curiosidad por ver qué personas han usado en las aplicaciones reales y su razonamiento para hacerlo.

Respuestas

*9 para la respuesta № 1*

Los filtros Bloom y los filtros Cuckoo se usan en situaciones similares, pero hay muchas diferencias debajo que generalmente determinan cuál es una mejor opción.

Los filtros Bloom se usan internamente en la base de datosmotores, notablemente Apache Cassandra. Las razones son, como dicen otros carteles, para reducir el costo de las operaciones lentas. Básicamente, cualquier operación de "si esto no existe o definitivamente no existe" con un alto costo puede usar un filtro Bloom para reducir la cantidad de comprobaciones realizadas.

Otro ejemplo común con el modelo de SaaS de hoySería un servicio REST remoto con un costo por llamada. Cualquier llamada API con una respuesta binaria como "es esta dirección NO VÁLIDA" puede usar un filtro de floración para eliminar más del 90% de las consultas duplicadas. Tenga en cuenta que dado que los filtros Bloom y Cuckoo tienen falsos positivos, NO son útiles para la operación inversa "es esta dirección VÁLIDA"

Importante recordar es que Bloom y Cuckoolos filtros NO tienen falsos negativos. Esto hace que estos filtros sean útiles para comprobaciones como "definitivamente esto no es así o tal vez es correo no deseado", pero no es útil para operaciones en las que los falsos positivos son inaceptables, como verificar los permisos de los usuarios. En este aspecto, pueden conceptualmente considerarse lo opuesto a un caché. Tanto el filtro Bloom como el cuco se usan principalmente para reducir el costo de operaciones costosas con una respuesta booleana, excepto que las memorias caché no tienen falsos positivos y Bloom / Cuckoo no tiene falsos negativos.

Las diferencias notables entre Cuckoo / Bloom incluyen:

* Combinación. Los filtros Bloom se pueden fusionar eficientemente siempre que se creen con los mismos parámetros. Rápido y con poco ancho de banda. Esta es la razón por la que los ve con frecuencia en sistemas distribuidos masivamente, intercambiar filtros Bloom es rápido. Los filtros de cuco no son fácilmente compostables, lo que los hace menos útiles en estas circunstancias.
* Tasa de falsos positivos. Los filtros Cuckoo son más eficientes en cuanto a espacio. Muchos casos de uso para ambas estructuras se centran en redes de bajo nivel. En hardware débil, la eficacia ~ 40% mayor de los filtros Cuckoo para la misma tasa de falsos positivos puede ser importante. La implementación de referencia, en c ++, clasifica los elementos dentro de cada segmento para ahorrar espacio adicional, aprovechando la posición de un elemento dentro de un cubo para almacenar huellas dactilares más pequeñas. Las bibliotecas adicionales que mencionaré más adelante (incluida la mía) no parecen haz esto. Si alguien alguna vez usa mi biblioteca, podría agregarla :).
* Tasa constante de falsos positivos. Los filtros Bloom tienen tasas asintóticamente peores de falsos positivos a medida que superan el tamaño diseñado. Puede seguir insertando elementos para siempre, pero finalmente su tasa de falsos positivos será casi del 100%. Los filtros de cuco, basados ​​en hashing de Cuckoo, tienen una capacidad establecida en la que las inserciones realmente fallarán. La repetición de la inserción de hashes de elementos no aleatorios puede hacer que los filtros Cuckoo fallen su inserción, posiblemente mucho antes de su nivel de llenado diseñado.
* Velocidad. Esto es subjetivo y depende mucho del hardware, pero los filtros Cuckoo generalmente son más rápidos en el caso promedio (según mi experiencia). La mayoría de los diseños de filtro de Bloom ejecutan una función hash dos veces. Al usar funciones hash seguras especialmente, esto puede ser una gran desventaja en comparación con los filtros Cuckoo que solo insertan elementos hash una vez. El código que he visto utiliza varias funciones de hash para los filtros Bloom y Cuckoo. Google Bloom de Guava usa Murmur3, muchas otras implementaciones usan SHA1 u otra cosa. Si las colisiones hash se pueden explotar para su caso de uso, asegúrese de que la biblioteca utilice un hash seguro. Es importante saber que los filtros Bloom tardan aproximadamente un tiempo constante en insertarse, mientras que los filtros Cuckoo tienen un caso PROMEDIO de tiempo constante. A medida que los filtros Cuckoo alcanzan un porcentaje de capacidad, las velocidades de inserción disminuyen considerablemente. Incluso entonces, solo se ralentiza la velocidad de inserción, todas las demás operaciones son tiempo promedio constante.
* Flexibilidad. Los filtros Bloom solo admiten inserción y contienen. Los filtros Cuckoo también son compatibles con la eliminación y el conteo limitado. En el diseño de referencia, los filtros Cuckoo pueden determinar cuántas veces se insertó un artículo, hasta 7 veces. Los filtros Bloom solo pueden determinar si-no. Los filtros Cuckoo también son compatibles con la eliminación de elementos insertados, un gran positivo en muchos casos de uso en comparación con Bloom. Cuando se utilizan filtros Bloom, es bastante normal recrear el filtro desde cero cuando está "lleno" (la tasa estimada de falsos positivos supera el umbral) ya que no se pueden eliminar elementos antiguos. Tenga en cuenta que la reconstrucción del filtro aún ocurre con los filtros Cuckoo cuando se inserta comience a fallar, por lo que dependiendo del caso de uso, esto podría ser discutible. En ciertas situaciones, los filtros Cuckoo son más útiles ya que puede eliminar elementos para mantenerse dentro de los límites del filtro en lugar de reconstruir.
* Apoyo. Los filtros de cuco son bibliotecas nuevas y estables para muchos idiomas simplemente no existen.

La mayor ventaja de los filtros Bloom es quetienen un soporte de biblioteca más maduro en la mayoría de los idiomas. La matemática detrás de los filtros Bloom también es mejor entendida por los científicos. La mayoría de las características de los filtros Cuckoo han sido determinadas empíricamente, mientras que los filtros Bloom tienen una base numérica sólida. Esto excluye los filtros Cuckoo para sistemas críticos y en tiempo real que deben tener verificación de su rendimiento, aunque la evidencia experimental muestra que los filtros Cuckoo funcionan mejor en la mayoría de las circunstancias.

Shameless Plug: soy el desarrollador de una biblioteca de filtros Cuckoo para Java. [CuckooFilter4J](https://github.com/MGunlogson/CuckooFilter4J/) . Le falta el semi-tipo de cubo utilizado en elpapel, por lo que la eficiencia del espacio es algo menor que la implementación de referencia. En el archivo Léame del proyecto, tengo enlaces a otras implementaciones de las que tengo conocimiento. La estructura que es mejor depende de su caso de uso, pero principalmente de si existe una implementación sólida de filtro Cuckoo para su idioma.

Definitivamente deberías echarle un vistazo a la fuenteantes de usar un filtro Cuckoo / Bloom en producción. Leí varias librerías antes de escribir las mías ... muchas de ellas tenían límites de tamaño silenciosos debido a arreglos subyacentes de 32 bits o problemas obvios de rendimiento. La mayoría tenía cero pruebas. La implementación de Google Guava Bloom tuvo la mejor calidad de código y pruebas (y admite límites de matriz de 64 bits). Las únicas deficiencias con Bloom de Guava es que no tiene una opción para usar una función de hash segura y no es " t multihilo.

En un sistema de producción, es posible que deseemulti-threading para la velocidad. La respuesta para Bloom de Guava es hacer un filtro diferente para cada hilo y combinarlos de vez en cuando. Como los filtros Cuckoo no se pueden combinar, agregué el uso simultáneo a mi biblioteca de filtros Cuckoo. El otro soy consciente de que no son seguros o no son concurrentes.

*8 para la respuesta № 2*

¿Qué prefieres, vino o queso?

UN filtro de floración es para cuando tienes espacio limitado, alto costo de consultay consultas en su mayoría negativas.  
En ese caso, un filtro de floración con 8 bits por tecla y 4 funciones hash te dio 2.5% tasa de falsos positivos; usted procesa consultas casi 40 veces más rápido que antes, a costa de 1 byte por clave.

Por otro lado, si alguno de los las condiciones previas no son válidas, un tabla hash que actúa como un cachétiene sentido, aunque obviamente tomará una mucho más de un byte por entrada :-)

Incluso puede omitir los casos de borde duro de hash cuco si es un caché. Eso también hace que los problemas de aumento de tamaño de tablas de hash cuco (o cualquier cosa que no sea hash lineal) discutible.

*5 para la respuesta № 3*

Filtro de cuco.

"Filtro de cuco: Prácticamente mejor que Bloom". Bin Fan, David Andersen, Michael Kaminsky, Michael Mitzenmacher CoNext 2014. <http://dx.doi.org/10.1145/2674005.2674994>

De uno de los autores " [Blog](http://mybiasedcoin.blogspot.com/2014/10/cuckoo-filters.html):

Déjame describir un filtro de cuco y algunos delo que está en el papel para usted. Si desea evitar una discusión técnica, todo lo que necesita saber es que para conjuntos de tamaño razonablemente grande, para la misma tasa de falsos positivos que un filtro Bloom correspondiente, los filtros de cuco usan menos espacio que Bloom filtros, son más rápidos en las búsquedas (pero más lentos en las inserciones / construcciones) y, sorprendentemente, también permiten eliminar las claves (lo que los filtros Bloom no pueden hacer). Si desea ver el código, incluso hay una [repositorio github](https://github.com/efficient/cuckoofilter) para ti con código para filtros de cuco.

*2 para la respuesta № 4*

Prefiero el hash del cuco. Desconfío de los falsos positivos que pueden aparecer con los filtros de floración en factores de relleno más altos.  
Hemos utilizado hashing de cuco en una aplicación donde teníamos tablas hash muy grandes y estábamos teniendo problemas de presión de memoria. Por favor mira mi biblioteca de eCollections en [http://codeplex.com/ecollections](http://www.codeplex.com/ecollections) para la implementación de una variante de hash de cuco.

Saludos cordiales,

*0 para la respuesta № 5*

Si puedo tolerar los falsos positivos y el espacio es crítico, uso un filtro Bloom porque ocupa menos espacio. De lo contrario, uso un hash.

# Hash de cuco

De Wikipedia, la enciclopedia libre

[Saltar a la navegación](https://en.wikipedia.org/wiki/Cuckoo_hashing#mw-head)[Saltar a la búsqueda](https://en.wikipedia.org/wiki/Cuckoo_hashing#p-search)

[![https://upload.wikimedia.org/wikipedia/commons/thumb/d/de/Cuckoo.svg/220px-Cuckoo.svg.png](data:image/png;base64,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)](https://en.wikipedia.org/wiki/File:Cuckoo.svg)

Ejemplo de hashing de cuco. Las flechas muestran la ubicación alternativa de cada tecla. Se insertaría un nuevo artículo en la ubicación de A moviendo A a su ubicación alternativa, actualmente ocupada por B, y moviendo a B a su ubicación alternativa que está actualmente vacante. La inserción de un nuevo elemento en la ubicación de H no tendría éxito: como H es parte de un ciclo (junto con W), el nuevo elemento sería expulsado de nuevo.

**El hash de cuco** es un esquema de [programación de computadora](https://en.wikipedia.org/wiki/Computer_programming) para resolver [colisiones hash](https://en.wikipedia.org/wiki/Hash_collision) de valores de [funciones hash](https://en.wikipedia.org/wiki/Hash_function) en una [tabla](https://en.wikipedia.org/wiki/Hash_table), con el [peor](https://en.wikipedia.org/wiki/Worst_case_analysis) tiempo de búsqueda [constante](https://en.wikipedia.org/wiki/Constant_time) . El nombre se deriva del comportamiento de algunas especies de [cuco](https://en.wikipedia.org/wiki/Cuckoo) , donde el polluelo cuco empuja a los otros huevos o crías fuera del nido cuando eclosiona; análogamente, insertar una nueva clave en una tabla de hash de cuco puede empujar una clave anterior a una ubicación diferente en la tabla.
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## Historia [ [editar](https://en.wikipedia.org/w/index.php?title=Cuckoo_hashing&action=edit&section=1)]

El hashing del cuco fue descrito por primera vez por [Rasmus Pagh](https://en.wikipedia.org/w/index.php?title=Rasmus_Pagh&action=edit&redlink=1) y [Flemming Friche Rodler](https://en.wikipedia.org/w/index.php?title=Flemming_Friche_Rodler&action=edit&redlink=1) en 2001. [[1]](https://en.wikipedia.org/wiki/Cuckoo_hashing#cite_note-Cuckoo-1)

## Operación [ [editar](https://en.wikipedia.org/w/index.php?title=Cuckoo_hashing&action=edit&section=2)]

El hash de cuco es una forma de [direccionamiento abierto](https://en.wikipedia.org/wiki/Open_addressing) en el que cada celda no vacía de una [tabla hash](https://en.wikipedia.org/wiki/Hash_table) contiene una [clave](https://en.wikipedia.org/wiki/Unique_key) o [par clave-valor](https://en.wikipedia.org/wiki/Attribute%E2%80%93value_pair) . Se usa una [función hash](https://en.wikipedia.org/wiki/Hash_function) para determinar la ubicación de cada tecla, y su presencia en la tabla (o el valor asociado a ella) se puede encontrar examinando esa celda de la tabla. Sin embargo, el direccionamiento abierto sufre [colisiones](https://en.wikipedia.org/wiki/Collision_(computer_science)), que ocurre cuando se mapea más de una clave en la misma celda. La idea básica del hash de cuco es resolver colisiones usando dos funciones hash en lugar de solo una. Esto proporciona dos ubicaciones posibles en la tabla hash para cada clave. En una de las variantes comúnmente utilizadas del algoritmo, la tabla hash se divide en dos tablas más pequeñas de igual tamaño, y cada función hash proporciona un índice en una de estas dos tablas. También es posible que ambas funciones hash proporcionen índices en una sola tabla.

La búsqueda requiere la inspección de solo dos ubicaciones en la tabla hash, lo que lleva tiempo constante en el peor de los casos ( *consulte la*[notación Big O](https://en.wikipedia.org/wiki/Big_O_notation) ). Esto está en contraste con muchos otros algoritmos de tabla hash, que pueden no tener un peor caso constante enlazado en el momento de hacer una búsqueda. Las eliminaciones también pueden realizarse cerrando la celda que contiene una clave, en el peor caso constante de tiempo, más simplemente que algunos otros esquemas, como el [sondeo lineal](https://en.wikipedia.org/wiki/Linear_probing) .

Cuando se inserta una nueva clave, y una de sus dos celdas está vacía, puede colocarse en esa celda. Sin embargo, cuando ambas celdas ya están llenas, será necesario mover otras claves a sus segundas ubicaciones (o volver a sus primeras ubicaciones) para dejar espacio para la nueva clave. Se usa un [algoritmo codicioso](https://en.wikipedia.org/wiki/Greedy_algorithm) : la nueva clave se inserta en una de sus dos ubicaciones posibles, "expulsando", es decir, desplazando, cualquier clave que ya resida en esta ubicación. Esta clave desplazada luego se inserta en su ubicación alternativa, nuevamente expulsando cualquier tecla que pueda residir allí. El proceso continúa de la misma manera hasta que se encuentra una posición vacía, completando el algoritmo. Sin embargo, es posible que este proceso de inserción falle al ingresar un [ciclo infinito](https://en.wikipedia.org/wiki/Infinite_loop)o al encontrar una cadena muy larga (más larga que un umbral preestablecido que es [logarítmico](https://en.wikipedia.org/wiki/Logarithm) en el tamaño de la tabla). En este caso, la tabla hash se reconstruye [in situ](https://en.wikipedia.org/wiki/In-place_algorithm) utilizando nuevas [funciones hash](https://en.wikipedia.org/wiki/Hash_function) :

No es necesario asignar nuevas tablas para el reajuste: simplemente podemos ejecutar las tablas para eliminar y llevar a cabo el procedimiento de inserción habitual en todas las teclas que no se encuentran en la posición prevista en la tabla.

-  Pagh y Rodler, "Cuckoo Hashing" [[1]](https://en.wikipedia.org/wiki/Cuckoo_hashing#cite_note-Cuckoo-1)

## Teoría [ [editar](https://en.wikipedia.org/w/index.php?title=Cuckoo_hashing&action=edit&section=3)]

Las inserciones tienen éxito en tiempo constante esperado, [[1]](https://en.wikipedia.org/wiki/Cuckoo_hashing#cite_note-Cuckoo-1) incluso considerando la posibilidad de tener que reconstruir la tabla, siempre que el número de claves se mantenga por debajo de la mitad de la capacidad de la tabla hash, es decir, el [factor de carga](https://en.wikipedia.org/wiki/Load_factor_(computer_science)) está por debajo del 50%.

Un método para probar esto usa la teoría de [gráficos aleatorios](https://en.wikipedia.org/wiki/Random_graph) : uno puede formar un [gráfico no dirigido](https://en.wikipedia.org/wiki/Undirected_graph) llamado "gráfico de cuco" que tiene un vértice para cada ubicación de tabla hash, y un borde para cada valor hash, con los puntos finales del borde siendo el dos posibles ubicaciones del valor. Luego, el algoritmo de inserción codicioso para agregar un conjunto de valores a una tabla de hash cuco tiene éxito si y solo si el gráfico de cuco para este conjunto de valores es un [pseudoforesto](https://en.wikipedia.org/wiki/Pseudoforest) , un gráfico con un ciclo como máximo en cada uno de sus [componentes conectados](https://en.wikipedia.org/wiki/Connected_component_(graph_theory)) . Cualquier subgráfico inducido por vértices con más aristas que vértices corresponde a un conjunto de claves para las cuales hay un número insuficiente de ranuras en la tabla de almohadilla. Cuando la función de hash se elige al azar, el gráfico de cuco es[gráfico al azar](https://en.wikipedia.org/wiki/Random_graph) en el [modelo Erdős-Rényi](https://en.wikipedia.org/wiki/Erd%C5%91s%E2%80%93R%C3%A9nyi_model) . Con alta probabilidad, para un gráfico aleatorio en el que la relación entre el número de aristas y el número de vértices está limitada por debajo de 1/2, el gráfico es pseudoforestal y el algoritmo de hash de cuco tiene éxito al colocar todas las claves. Además, la misma teoría también demuestra que el tamaño esperado de un [componente conectado](https://en.wikipedia.org/wiki/Connected_component_(graph_theory)) del gráfico de cuco es pequeño, asegurando que cada inserción tome un tiempo esperado constante. [[2]](https://en.wikipedia.org/wiki/Cuckoo_hashing#cite_note-2)

## Practica [ [editar](https://en.wikipedia.org/w/index.php?title=Cuckoo_hashing&action=edit&section=4)]

En la práctica, el hash Cuckoo es aproximadamente un 20-30% más lento que el [sondeo lineal,](https://en.wikipedia.org/wiki/Linear_probing) que es el más rápido de los enfoques comunes. [[1]](https://en.wikipedia.org/wiki/Cuckoo_hashing#cite_note-Cuckoo-1) La razón es que el hash de cuco a menudo causa dos fallas de caché por búsqueda, para verificar las dos ubicaciones donde se puede almacenar una clave, mientras que el sondeo lineal generalmente causa solo una falta de caché por búsqueda. Sin embargo, debido a sus peores garantías de caso en el tiempo de búsqueda, el hash de cuco puede ser valioso cuando se requieren [tasas de respuesta en tiempo real](https://en.wikipedia.org/wiki/Real-time_computing) .

## Ejemplo [ [editar](https://en.wikipedia.org/w/index.php?title=Cuckoo_hashing&action=edit&section=5)]

Se dan las siguientes funciones hash:

{\ displaystyle h \ left (k \ right) = k \ mod 11}  
{\ displaystyle h '\ left (k \ right) = \ left \ lfloor {\ frac {k} {11}} \ right \ rfloor \ mod 11}

|  |  |  |
| --- | --- | --- |
| **k** | **h (k)** | **h '(k)** |
| 20 | 9 | 1 |
| 50 | 6 | 4 |
| 53 | 9 | 4 |
| 75 | 9 | 6 |
| 100 | 1 | 9 |
| 67 | 1 | 6 |
| 105 | 6 | 9 |
| 3 | 3 | 0 |
| 36 | 3 | 3 |
| 39 | 6 | 3 |

Las columnas de las dos tablas siguientes muestran el estado de las tablas hash a lo largo del tiempo a medida que se insertan los elementos.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **1. tabla para h (k)** | | | | | | | | | | | | | | |
|  | 20 | 50 | 53 | 75 | 100 | 67 | 105 | | 3 | | 36 | | 39 | |
| 0 |  |  |  |  |  |  |  | |  | |  | |  | |
| 1 |  |  |  |  | 100 | 67 | 67 | | 67 | | 67 | | 100 | |
| 2 |  |  |  |  |  |  |  | |  | |  | |  | |
| 3 |  |  |  |  |  |  |  | | 3 | | 36 | | 36 | |
| 4 |  |  |  |  |  |  |  | |  | |  | |  | |
| 5 |  |  |  |  |  |  |  | |  | |  | |  | |
| 6 |  | 50 | 50 | 50 | 50 | 50 | 105 | | 105 | | 105 | | 50 | |
| 7 |  |  |  |  |  |  |  | |  | |  | |  | |
| 8 |  |  |  |  |  |  |  | |  | |  | |  | |
| 9 | 20 | 20 | 53 | 75 | 75 | 75 | 53 | | 53 | | 53 | | 75 | |
| **2. tabla para h '(k)** | | | | | | | | | | | | | | |
|  | 20 | 50 | 53 | 75 | 100 | 67 | | 105 | | 3 | | 36 | | 39 |
| 0 |  |  |  |  |  |  | |  | |  | | 3 | | 3 |
| 1 |  |  | 20 | 20 | 20 | 20 | | 20 | | 20 | | 20 | | 20 |
| 2 |  |  |  |  |  |  | |  | |  | |  | |  |
| 3 |  |  |  |  |  |  | |  | |  | |  | | 39 |
| 4 |  |  |  | 53 | 53 | 53 | | 50 | | 50 | | 50 | | 53 |
| 5 |  |  |  |  |  |  | |  | |  | |  | |  |
| 6 |  |  |  |  |  |  | | 75 | | 75 | | 75 | | 67 |
| 7 |  |  |  |  |  |  | |  | |  | |  | |  |
| 8 |  |  |  |  |  |  | |  | |  | |  | |  |
| 9 |  |  |  |  |  | 100 | | 100 | | 100 | | 100 | | 105 |

### Ciclo [ [editar](https://en.wikipedia.org/w/index.php?title=Cuckoo_hashing&action=edit&section=6)]

Si ahora desea insertar el elemento 6, entra en un ciclo. En la última fila de la tabla encontramos la misma situación inicial que al principio otra vez.

{\ displaystyle h \ left (6 \ right) = 6 \ mod 11 = 6}  
{\ displaystyle h '\ left (6 \ right) = \ left \ lfloor {\ frac {6} {11}} \ right \ rfloor \ mod 11 = 0}

|  |  |
| --- | --- |
| **tabla 1** | **Tabla 2** |
| 6 reemplaza a 50 en la celda 6 | 50 reemplaza a 53 en la celda 4 |
| 53 reemplaza a 75 en la celda 9 | 75 reemplaza a 67 en la celda 6 |
| 67 reemplaza 100 en la celda 1 | 100 reemplaza a 105 en la celda 9 |
| 105 reemplaza 6 en la celda 6 | 6 reemplaza 3 en la celda 0 |
| 3 reemplaza 36 en la celda 3 | 36 reemplaza a 39 en la celda 3 |
| 39 reemplaza a 105 en la celda 6 | 105 reemplaza 100 en la celda 9 |
| 100 reemplaza 67 en la celda 1 | 67 reemplaza a 75 en la celda 6 |
| 75 reemplaza a 53 en la celda 9 | 53 reemplaza a 50 en la celda 4 |
| 50 reemplaza a 39 en la celda 6 | 39 reemplaza a 36 en la celda 3 |
| 36 reemplaza a 3 en la celda 3 | 3 reemplaza 6 en la celda 0 |
| 6 reemplaza a 50 en la celda 6 | 50 reemplaza a 53 en la celda 4 |

## Variaciones [ [editar](https://en.wikipedia.org/w/index.php?title=Cuckoo_hashing&action=edit&section=7)]

Se han estudiado varias variaciones de hash de cuco, principalmente con el objetivo de mejorar su uso de espacio al aumentar el [factor de carga](https://en.wikipedia.org/wiki/Load_factor_(computer_science)) que puede tolerar a un número mayor que el umbral del 50% del algoritmo básico. Algunos de estos métodos también se pueden usar para reducir la tasa de fallas del hash de cuco, lo que provoca que las reconstrucciones de la estructura de datos sean mucho menos frecuentes.

Se puede esperar que las generalizaciones de hash de cuco que utilizan más de dos funciones de hash alternativas utilicen una mayor parte de la capacidad de la tabla de hash de manera eficiente a la vez que se sacrifica la búsqueda y la velocidad de inserción. Usar solo tres funciones hash aumenta la carga al 91%. [[3]](https://en.wikipedia.org/wiki/Cuckoo_hashing#cite_note-mitzenmacher2009survey-3) Otra generalización del hash de cuco, llamada *hash de cuco bloqueado,* consiste en utilizar más de una clave por cubo. El uso de solo 2 llaves por cubo permite un factor de carga superior al 80%. [[4]](https://en.wikipedia.org/wiki/Cuckoo_hashing#cite_note-4)

Otra variación del hash de cuco que se ha estudiado es el *hash de cuco con un alijo* . El alijo, en esta estructura de datos, es una matriz de un número constante de claves, que se usa para almacenar claves que no pueden insertarse con éxito en la tabla principal de hash de la estructura. Esta modificación reduce la tasa de fallas del hash de cuco a una función de polinomio inverso con un exponente que puede hacerse arbitrariamente grande al aumentar el tamaño del escondite. Sin embargo, los stashes más grandes también significan búsquedas más lentas para las claves que no están presentes o están en el escondite. Un alijo se puede usar en combinación con más de dos funciones hash o con hash de cuco bloqueado para lograr tanto factores de alta carga como tasas de falla pequeñas. [[5]](https://en.wikipedia.org/wiki/Cuckoo_hashing#cite_note-5)El análisis del hash de cuco con un stash se extiende a funciones hash prácticas, no solo al modelo de función hash aleatorio comúnmente utilizado en el análisis teórico de hash. [[6]](https://en.wikipedia.org/wiki/Cuckoo_hashing#cite_note-6)

Algunas personas recomiendan una generalización simplificada de hash de cuco denominada [caché asociada asimétrica](https://en.wikipedia.org/wiki/CPU_cache#Two-way_skewed_associative_cache) en algunos [cachés de CPU](https://en.wikipedia.org/wiki/CPU_cache) . [[7]](https://en.wikipedia.org/wiki/Cuckoo_hashing#cite_note-7)

Otra variación de una tabla hash de cuco, llamada filtro de cuco, reemplaza las teclas almacenadas de una tabla de hash cuco con huellas dactilares mucho más cortas, calculadas aplicando otra función hash a las teclas. Para permitir que estas huellas dactilares se muevan dentro del filtro de cuco, sin conocer las claves de las que proceden, las dos ubicaciones de cada huella digital se pueden calcular entre sí mediante una operación [exclusiva a nivel de](https://en.wikipedia.org/wiki/Exclusive_or) bit [o](https://en.wikipedia.org/wiki/Exclusive_or) con la huella dactilar, o con un hash de la huella digital Esta estructura de datos forma una estructura de datos de membresía de conjunto aproximado con las mismas propiedades que un [filtro de Bloom](https://en.wikipedia.org/wiki/Bloom_filter) : puede almacenar los miembros de un conjunto de claves y probar si una clave de consulta es un miembro, con alguna posibilidad de [falsos positivos.](https://en.wikipedia.org/wiki/False_positive)(consultas que se informaron incorrectamente como parte del conjunto) pero no [falsos negativos](https://en.wikipedia.org/wiki/False_negative) . Sin embargo, mejora en un filtro Bloom en múltiples aspectos: su uso de memoria es más pequeño por un factor constante, tiene mejor [localidad de referencia](https://en.wikipedia.org/wiki/Locality_of_reference) y (a diferencia de los filtros Bloom) permite una eliminación rápida de elementos establecidos sin penalización adicional de almacenamiento. [[8]](https://en.wikipedia.org/wiki/Cuckoo_hashing#cite_note-8)

## Comparación con estructuras relacionadas [ [editar](https://en.wikipedia.org/w/index.php?title=Cuckoo_hashing&action=edit&section=8)]

Un estudio de Zukowski et al. [[9]](https://en.wikipedia.org/wiki/Cuckoo_hashing#cite_note-9) ha demostrado que el hash de cuco es mucho más rápido que el [hashing encadenado](https://en.wikipedia.org/wiki/Separate_chaining) para tablas de hash pequeñas y con [memoria caché](https://en.wikipedia.org/wiki/CPU_cache) en procesadores modernos. Kenneth Ross [[10]](https://en.wikipedia.org/wiki/Cuckoo_hashing#cite_note-10) ha demostrado que las versiones compartidas de hash cuco (variantes que usan cubos que contienen más de una clave) son más rápidas que los métodos convencionales también para tablas hash grandes, cuando la utilización del espacio es alta. El rendimiento de la tabla de hash de cuco recortada fue investigado más por Askitis, [[11]](https://en.wikipedia.org/wiki/Cuckoo_hashing#cite_note-11) con su rendimiento comparado con esquemas de hash alternativos.
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